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The Vendor applications platform identified in the application for DII COE Kernel Platform Compliance (KPC), substantially conforms to all DII COE Kernel Platform Compliance criteria identified in the DII COE KPC Program document, except as noted in footnote 1.  The specific version of the document used for this application is:

“DII COE KPC Program”, version 1.1, dated 31 May 2001.

All references to the DII COE KPC Program Document below refer to the document version 1.1.

If a claim of conformance to any DII COE KPC criteria made in this Implementation Conformance Document (ICD) / Statement of Warranty (SOW) is found to be in error, we, the Vendor, will provide at our expense, the remedies identified in the DII COE KPC Program document paragraph 2.2.3.  These remedies include, but are not limited to, taking any necessary steps to bring the Candidate Platform into compliance with the criteria specified in the DII COE KPC Program document, except as noted in footnote 1.  In addition, we specifically make the following claims:

A.  The Vendor applications platform, as configured and submitted for DII COE Kernel Platform Compliance, substantially conforms to all applications platform related compliance criteria expressed or implied in the current version of the DII COE Integration and Run-time Specification (I&RTS).  This assurance specifically includes those provisions included in paragraph 3.1 (except as noted in footnote 1) and Appendix "B" of the DII COE KPC Program document.  The specific version of the document used for this application is:

“DII COE I&RTS”, version 4.1, dated 03 October 2000 (CM-38541).

B.  The Vendor applications platform, as configured and submitted for DII COE Kernel Platform Compliance, is Year 2000 compliant in accordance with the definition found in the Federal Acquisition Regulation, 48 CFR Parts 39.002 and 39.106.

C.  All documentation and test results that accompany this application request for DII COE Kernel Platform Compliance are believed to be current and accurate.  Furthermore, these documents and test results were obtained from testing the equipment configuration that is submitted for validation.  We are unaware of any reasons why the equipment configuration submitted should not be granted a DII COE KPC certificate of compliance.  Should any such reasons come to our attention, we will promptly notify DISA of them and their significance.  The obligation to report compliance problems is continuous including the validation process, the equipment certification period, and after the certificate of compliance has been withdrawn.

D.  The Vendor applications platform, as configured and submitted for DII COE Kernel Platform Compliance, satisfies all commercial specification compliance criteria expressed or implied in the KPC Program document.  This assurance specifically includes those provisions included in paragraph 3.2 and Appendix "C" of the DII COE KPC Program document, except as noted in footnote 1.

(
E.  The Vendor applications platform conforms to all of the Government Supplied Software Compliance criteria identified in paragraph 3.3 of the DII COE KPC Program document.  In addition, all of the validation procedures identified in paragraph 3.3 and Appendix "D" were successfully executed without any failure or inconclusive results.

F.  The Vendor applications platform conforms to all of the Security Compliance Criteria identified in paragraph 3.4 and Appendix “E”, Part 1 of the DII COE KPC Program document.  The KPC Security Test used in this validation is the functional equivalent of the sample KPC Security Test provided in Appendix “E”, Part 2 of the DII COE KPC Program Document and is an equally effective method for demonstrating satisfaction of the security compliance criteria provided in Appendix "E", Part 1 of the DII COE KPC Program document.  In addition, the KPC Security Test used in this validation, as identified in paragraph 3.4 and Appendix “E”, Part 1 of the DII COE KPC Program Document, was successfully executed without any failure or inconclusive results.  

G.  The Vendor applications platform conforms to all of the Internet Interoperability Demonstration compliance criteria identified in paragraph 3.5 of the DII COE KPC Program document.  In addition, all of the test procedures identified in paragraph 3.5 and Appendix "F" of the DII COE KPC Program document were successfully executed without any failure or inconclusive results.
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(Footnote1


 Hewlett-Packard Company has identified certain discrepancies between the OpenVMS DII COE implementation and the requirements of the KPC and associated tests. These discrepancies are documented in detail in a set of waivers that were reviewed by DISA during the OpenVMS DII COE development process. With one exception (item 6 below), DISA indicated a willingness to accept these waivers.


The waivers fall into these major categories:


Test defects


These waivers document corrections required to the KPC 1.1 validation tests to make them run successfully on the Solaris reference platform.





GSKS defects


These waivers document defects discovered in the COE 4.2.0.0P4 GSKS code.





Operating system dependencies


These waivers document changes required to the KPC 1.1 validation tests to accommodate operating system specific behavior. The validation tests assume behavior that is not specific by the KPC or any of the applicable standards. Most of the differences concern base operating system management functions, such as network and storage configuration. Others concern support of a different command shell in OpenVMS (BASH vs. CSH)





KPC conformance deficiencies


The following deficiencies regarding conformance to KPC requirements were discovered in the OpenVMS COE implementation. Most of these deficiencies are minor; none affect the correct operation of DII COE kernel functions.


Minor variation in format and packaging of online documentation. (Mostly clarification of inconsistencies in KPC documentation requirements.)


Minor differences in the handling of exception conditions regarding audit logs and login failures.


Minor font and placeholder text issues in the web browser.


Lack of support for RFC-1757 (RMON).


Support for Motif Version 1.2 and CDE Version 1.0 rather Motif and CDE Versions 2.1.


Lack of Open Group statements of conformance for POSIX Commands and Utilities, Open Group X Windows System Application Interface, and Motif Toolkit.





OpenVMS conforms to IEEE/IEC 9945-2. An Open Group statement of conformance with the Open Group Commands and Utilities standard, as required by KPC appendix C, is not available because of differences between the IEEE and Open Group standards.





OpenVMS conforms to the X Window System, Motif, and CDE standards referenced in KPC sections 3.2.1.3 and 3.2.1.4. Open Group statements of conformance with Open Group X Window System Application Interface and Motif Toolkit standards, as required by KPC appendix C, are not available because DECwindows Motif for OpenVMS does not implement the POSIX extensions to the X Window System standard. In particular, OpenVMS does not implement an X Window System connection as a file descriptor.





For additional information, please contact the HP OpenVMS DII COE program manager.








